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1 Introduction 

In the past few months, several attempts have been made to archive several types of 

websites, with varying degrees of success. This report will describe the approach used to 

archive the websites, show the results of the attempts, and addresses some of the issues 

encountered.  

 

In all attempts, the technique of website harvesting is used: a computer program that 

takes a start page of a website as input, and continues to download that page, and all the 

pages linked. The resulting website archive is then ingested into either the production 

environment or the training environment of the e-Depot, the digital repository used by the 

Dutch National Archives. 

1.1 Outline 

Chapter 2 describes one of the primary questions in website archiving that needs to be 

addressed: the goal of website archiving, given the possibilities and limitations of the 

current website archiving techniques. Depending on the goal, website archiving may or 

may not be the best answer. 

 

Chapter 3 explains the different techniques used in the website harvesting: 

 

1. Direct harvesting of a live website, using the “Website ingest”-workflow in the 

e-Depot. This workflow uses a build-in version of the Heritrix webcrawler. 

2. Harvesting of a live website using a Heritrix installation outside of the e-Depot. 

3. Harvesting a live website using the Linux Wget tool. 

4. Harvesting an offline website whose source files have been submitted to the Dutch 

National Archives on a portable storage device, or internet transfer. 

 

In chapter 4 we’ll go into some of the procedure to make the archived website accessible to 

the general public. Chapter 5 will end with a description of six cases of website archiving 

and the issues we encountered. 

 

Both chapter 3 and 4 are quite technical in nature, explaining the configuration options and 

command-line parameters used in the harvests. When the technical details of web archiving 

aren’t part of your field of interest, these two chapters can safely be skipped. 

1.2 Terminology 

This document assumes that the reader is familiar with the terminology of digital archiving 

and the functional model of the Open Archival Information System-standard (OAIS). Terms 

that are used, include SIP (Submission Information Package), DIP (Dissemination 

Information Package), AIP (Archival Information Package), Ingest (the process to add new 

content to a digital repository), web harvest and web crawling (recursively downloading 

webpages by following hyperlinks), UUID (a Universally Unique Identifier) and Tenant (a 

logically divided part of a digital repository containing the digital collection of one institute). 
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2 Determining the goal of web archiving 

While using the web archiving techniques, it became clear that one of the most important 

questions in web archiving has to answered before starting the harvesting itself. This 

question is not about which technique to use, but is about what the goal is of the archival 

procedure. 

2.1 What web archiving can do 

A harvester will download and save the information that is reachable by following a path of 

links from the starting page. A harvester will see all the content that is present on the 

website while it is harvesting, provided this content is hosts on the website-domain it was 

told to harvest. Any content added after the harvest session will not be in the archive, and 

any content deleted from the website will not be deleted from the archived version.  

 

If a website harvest session takes a long time (it is very possible that big websites takes 

several days or weeks to be fully harvested) the website itself can change during the 

harvest. This can result in a web archive that is in part the version before the change, and 

in part the version after the change. 

 

A technique that should be possible, but has not yet been experimented with at the Dutch 

National Archives, is incremental harvests. With incremental harvests, a website is 

harvested multiple times over a length of time, and each time only the changes between 

the current harvest and the previous harvest are stored. This could give the user of the 

website archive an idea of the changes during the archived time frame. However, content 

that was added and removed again between two consecutive harvests is still missed so the 

frequency of harvests should be high enough. 

2.2 What web archiving can’t do 

A website harvester will only follow links present in the source-code of the webpages that it 

downloads. Any information that cannot be found by clicking on links in the code will not be 

present in the web archive. Most notably: search forms and login forms, both server-side 

on-demand functionality, will not work in an archived version of a website. Likewise, links 

that are generated in a browser using JavaScript will not be followed, as the harvester that 

we used will not interpret or execute the JavaScript code.  

 

When a webpage contains content that is hosted outside of the webserver itself, or contain 

links that point to other websites, most harvesters will automatically skip those links and 

that content. Webpages containing YouTube-clips or links to Wikipedia will not cause the 

harvester to harvest the entirety of YouTube or Wikipedia. When examining a website for 

suitability for web archiving, these cases should be inspected carefully. 

 

As mentioned above, the on-demand interactive functionality of a website is mostly absent 

in the archived version. This reduces the possible uses of the archived version of the 

website. When a website is mostly (or even worse, exclusively) used by filling in forms and 

using search result pages and filters to find information, users will struggle to find the same 

information in the archived version. In most cases, this will make the archived version of 

the website unusable as replacement for the real website. When access to the information 

or documents on the website is necessary, this information should be part of the regular 

digital archive, accessible through the regular finding aid. 
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2.3 When to use web archiving 

Web archiving has several very good uses and limitations. From what we concluded so far 

in our experiments, web archiving is good for: 

1. Showing the public what a website looked like, to give them a general idea of what 

information could be found on the website, and what types of interaction were 

possible on that website 

2. Showing a guaranteed fixed, immutable version of the website, as additions and 

deletions to the live website will not influence the archived version. 

 

Web archiving is less usable for: 

1. Being the only replacement for a highly interactive website where server-side 

functionality is used to find specific information. 

2. Websites that have very frequent additions and removals of content 

3. Websites that depend on a lot of content hosted on other websites 
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3 Harvesting techniques 

3.1 Harvesting with Heritrix using the Website ingest workflow 

The by far easiest way to harvest a website is using the built-in version of the webcrawler 

Heritrix that is part of our e-Depot. In the e-Depot Explorer, we can select the Collection 

that the new archived website should be part of, and start the Website ingest workflow. 

 

 

3.1.1 Configuring the Website ingest workflow 

After starting the workflow, we need to fill in some configuration fields: 

• Seed URL 

• Title and Scope & Content 

• Catalogue reference 

• Security Tag 

• Max Hops and Max Path Depth 

• Max Download Size and Max Download Time 

• Excluded extensions 

• Honour robots.txt 

• Output type 

 

The open source tool Heritrix itself has many more configuration options, but these are 

filled in with default values by the e-Depot and don’t need to be supplied by the user. 

3.1.1.1 Seed URL 

To start the harvest, the harvester needs to know what webpage to start on. The Seed URL 

will be the first URL to visit and download. The downloaded webpage source file will then be 

examined for links to content, stylesheets and other webpages. Links to pages or content 

on different websites than the Seed URL will be ignored. 

 

One special case is Seed URLs that are redirected to a different URL, for example, unsecure 

webpages (using HTTP) that are redirected to secure versions (using HTTPS). The redirect 

will cause the harvester to only download the secure version and move on from there. 

However, the configuration still has the unsecure version als Seed URL. When the e-Depot 

later tries to render the website, it will find that the configured start page (the unsecure 

one) is missing from the archive, and will fail to render the website. 

3.1.1.2 Title and Scope & content 

After harvesting, the website will be added to the collection in which the workflow was 

started, as a new record. In these configuration options, you can give the values that 

should be used as Title and Scope/content fields in the metadata of the record. 
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3.1.1.3 Catalogue reference 

The record that is created when the archived website is ingested will get the value of this 

configuration option as catalogue reference. 

3.1.1.4 Security Tag 

Most websites that are harvested will be open to the public. In case an internal, restricted 

website is harvested, the corresponding security tag can be filled in. 

3.1.1.5 Max Hops en Max Path Depth 

The number of ‘Hops’  is the smallest number of links that have to be followed to get to a 

page from the Seed URL. A page that is linked from the start page will have a hop count of 

1, a page that is linked from a page with hop count 1 will have hop count 2, etc. When a 

page is linked from several other pages, the smallest hop count is taken. By filling in a max 

hop count value, you can limit set of pages that are harvested. A max hop value of 0 

indicates that the hop count is not used. 

 

The ‘Path Depth’ is the number of URL parts (separated by forward-slashes ‘/’) in the 

website address. For example, with Seed URL ‘http://en.nationaalarchief.nl’ and a Max Path 

Depth of 1, pages and files in  

 http://en.nationaalarchief.nl/news 

will be harvested, but pages and files in  

http://en.nationaalarchief.nl/news/press 

will not, as they have a path depth of 2. 

 

A Max Path Depth of 0 indicates that the path depth is not used. 

3.1.1.6 Max Download Size en Max Download Time 

The options ‘Max Download Size’ and ‘Max Download Time’ don’t influence which pages are 

harvested, but control how much is harvested and how long a harvest can take. Using a 

positive value for Max Download Size will tell Heritrix to stop harvesting after downloading 

that amount of megabytes of web content. A positive Max Download Time will tell Heritrix 

to stop harvesting after that amount of minutes has passed since the start of the harvest. 

 

In both cases, a value of 0 will mean the criterion is not used to determine when to stop 

harvesting. And obviously, if a harvest is completed before any of the limits are reached, 

the harvest will finish normally. 

3.1.1.7 Exclude extensions 

With the ‘Exclude extensions’ option, Heritrix can be told to ignore one or more types of 

files linked on webpages. By using, for example, the value ‘zip,exe’, all zip-containers and 

executables will be excluded from the webarchive. An empty value for this configuration 

option will allow Heritrix to download all types of files. 

3.1.1.8 Honour robots.txt 

Websites can use a special file ‘robots.txt’ to tell robots what parts of the website should 

not be processed by crawlers and search indexers. Whether or not a webcrawler or search 

indexer actually honours this request is up to the user of the crawler or indexer. With this 

option, Heritrix can be configured to honour, or ignore the robots.txt directions. 
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3.1.1.9 Output type 

Heritrix is capable of using three different formats for output: the standard WARC-format, 

the obsolete ARC-format and a mirror of the file-structure of the website. Of these formats, 

only WARC and ARC can be rendered in the WayBack-machine that is part of the e-Depot. 

3.1.2 Running the Website ingest workflow 

After configuring the website ingest workflow, the Workflow will start Heritrix to do the 

actual URL crawling. One of the default configurations that cannot be changed by the user, 

is the ‘aggressiveness’ of the harvest. Being a robot, Heritrix would be capable of 

requesting the pages very fast, putting a strain on the webserver hosting the website. To 

avoid this, the configuration of the e-Depot forces Heritrix to be slow in harvesting. 

 

When the harvest is done, the resulting WARC file is turned into a XIP1-package, and then 

follows the normal ingest workflow steps: 

 

 
 

During any ingest, several checks are performed to make sure that the archival package is 

in a good shape, free of viruses, and with consistent metadata. As the e-Depot created the 

archival package itself, problems in this phase are rare, but it’s better to be safe. After the 

checks and validations, the package is characterized, and then stored in the repository. 

Finally the search index is updated and thumbnails are created. 

  

                                                

 
1 XIP is the internal metadata-format used by the Preservica-software that is the base of the Dutch e-Depot system. The XIP 

format is used for all three information package types in the functional model  of the OAIS standard: SIP, AIP and DIP. 
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3.2 Harvesting with an external Heritrix instance 

As mentioned in the previous section, the harvest tool Heritrix can be configured with a 

huge amount of configuration options. The Website ingest workflow built into the e-Depot 

allows the configuration of only 8 of them (Seed URL, max hops, max path depth, max 

download size, max download time, excluded extensions,  honouring robots.txt and output 

type). When one or more of the other configuration options needs to be changed, or when 

we want to harvest a website in a location that is inaccessible for the e-Depot, we can use 

a Heritrix instance outside of the e-Depot.  

3.2.1 Configuring Heritrix  

A stand-alone version of Heritrix can have several ‘jobs’ that each have their own 

configuration file: 

 

 
 

Choosing the right configuration options and the right values for each configuration option 

does require an extensive study of the Heritrix manual. After completing the configuration, 

the harvest job can be started. 
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3.2.2 Running the harvest 

The actual harvest job is started by using the buttons ‘build’, ‘launch’ and ‘unpause’ in that 

order. During the harvest, the Heritrix job dashboard can be used to monitor the progress 

of the harvest:  

 

 
 

3.2.3 Creating the SIP 

When the harvest is finished, the resulting WARC-file can be downloaded and prepared for 

ingest into the e-Depot using the SIP Creator. After creating the SIP, one piece of metadata 

has to be manually added: the Seed URL. This is needed by the render tool of the e-Depot 

to know which start page should be shown when showing the archived website to the user. 

 

To add this metadata, we need to edit the XIP metadata file, and add an ‘AccessionEvent’ 

fragment: 

 

    <AccessionEvent> 

 <EventDate>2016-04-07T15:49:33.925+01:00</EventDat e> 

 <Process>http://www.ministervanboxtel.nl</Process>  

 <Outcome>2016-04-07T15:49:33.925+01:00</Outcome> 

    </AccessionEvent> 

 

This fragment tells the e-Depot that, when rendering this package, it should use the URL 

‘http://www.ministervanboxtel.nl’ as it was on April 7th, 2016 at 15:49:33. When multiple 

versions of a website have been ingested, the e-Depot will now know which version it 

should show. 

3.2.4 Ingesting the SIP 

When the SIP is created and the metadata for the AccessionEvent has been added, the 

archival package can be ingested using a standard ingest workflow.  
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3.3 Harvesting a live website using Wget 

A standard part of almost every Linux installation is the command-line tool Wget. Recent 

versions of this tool allow the recursive download of a website and creation of WARC-files. 

3.3.1 Configuring Wget 

Being a command line tool, Wget needs to be supplied with the configuration options as 

parameters during the execution of the tool. The parameters that we use for archiving a 

website are: 

 

-m / --mirror Recursively download an entire website, regardless 

of number of hops or link depth.Maak een 

afspiegeling van de hele website (recursief 

downloaden van alle pagina’s, ongeacht het aantal 

hops of link depth,  

-k / --convert-links Convert absolute links to relative links, to allow 

local viewing of the website content 

-p / --page-requisites Download all the files that are necessary to 

completely render a page, including all style sheets, 

images, audio files, etc. 

-E / --adjust-extension Add the extension “.html” to all HTML-files, and 

“.css” to all stylesheet files.  

-w 1 Wait 1 second between page downloads 

--warc-file=”<name>” Use <name> as filename for the WARC 

<URL> Use <URL> as start page 

3.3.2 Running the harvest 

The harvest is executed using Cygwin (Linux for Windows) by runnig the following 

command in the Cygwin terminal to harvest the website for Minister Van Boxtel: 

 

wget -m -k -p -E -w 1 --warc-file="ministervanboxte l"  

http://www.ministervanboxtel.nl 

 

During the harvest, the terminal is flooded with all the actions performed by Wget and the 

pages and files that are downloaded. At the end of the harvest, there will be a file called 

‘ministervanboxtel.warc’ containing the archived website. 

3.3.3 Creating the SIP 

The next step in the process is turning the WARC-file into a SIP and adding the Seed URL 

metadata as AccessionEvent, as described in section 3.2.3. 

3.3.4 Ingesting the SIP 

After the SIP has been created and the AccessionEvent metadata has been added, the 

archival package can be ingested using a standard ingest workflow. 
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3.4 Harvesting a website using source code 

Websites that are off-line, but whose source code is still available, cannot be accessed, and 

thus cannot be harvested. In this case, we need to ‘revive’ the old website using the 

original code. As the original URL is often reused for a newer version of the website, we 

need to apply some special techniques to make sure the website can be harvested. 

3.4.1 Installing a local webserver 

A harvester (Heritrix or Wget) will contact a webserver to download the webpages and 

other files that make up the website. When a website is no longer available online, we can 

install a local webserver on our workstation to simulate the original webserver. Several 

types of local webservers can be used, depending on the type of workstation used, and on 

the technology that is used in the offline website. 

 

Simple, static websites using HTML-files, stylesheets and images can easily be served using 

any of the following webservers: 

 

• Pythons SimpleHTTPServer (part of any standard Python distribution) 

• Apaches XAMPP (available at the ApacheFriends website) 

• Windows IIS (standard in Windows 7, 8 and 10, but generally not switched on) 

 

More complex websites can use server-side scripting (for example, PHP or ASP) or use a 

database. In this case, the simple HTTP server will not be sufficient, and XAMP or IIS needs 

to be used. In general, XAMPP is easier to use for websites that used PHP and MySQL, and 

IIS is easier to use for websites that used ASP and MS-SQL. 

 

At the start of the 2000’s, it became very popular to create websites using XML, that 

needed XSLT-stylesheets to be transformed into HTML. For these websites, it can be 

necessary to first run the transformation (generating static HTML-files) and then treat the 

resulting files as a ‘simple’ website. 

3.4.2 Editing the local hosts-file 

When a website is offline, the original URL has been reused, or it is undesirable to have an 

old website back online using its original URL. In these cases we need a way to trick the 

harvester into contacting the local webserver every time the original URL is requested. We 

can accomplish this by editing the local ‘hosts’ file of the workstation running the harvest.  

 

In a hosts file, a list of IP-addresses and hostnames can be entered. When contacting a 

host, the operating system will always first check the hosts file to find the IP address of the 

webserver. By adding a line that maps the website hostname to the IP address for the local 

host (127.0.0.1 ) or the IP address of the machine running the local webserver, the 

harvester will always contact that IP address when requesting a URL with that hostname. 

 

Editing the hosts file requires administrative privileges under both Windows and Linux. 

 

For Windows, this file can be found in: 

 C:\Windows\System32\drivers\etc\hosts 

In Linux, the file is located in: 

 /etc/hosts 
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Using a text editor, we can add the line 

 <IP address> <web address> 

For example: 

 127.0.0.1 www.ministervanboxtel.nl 

3.4.3 Running the harvest 

When the website has been made available on a local webserver and the harvester has 

been tricked into contacting that webserver any time it requests the old website, we can 

used any of the previously described harvesting techniques. At the end of the harvest, we’ll 

have a WARC file containing the archived website. 

3.4.4 Creating the SIP 

The next step in the process is turning the WARC-file into a SIP and adding the Seed URL 

metadata as AccessionEvent, as described in section 3.2.3. 

3.4.5 Ingesting the SIP 

After the SIP has been created and the AccessionEvent metadata has been added, the 

archival package can be ingested using a standard ingest workflow. 
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4 Publishing an archived website 

When a website has been archived and ingested into the e-Depot, it can be made available 

online for the public to use. The e-Depot has a built-in version of the Wayback Machine to 

render archived websites. 

 

In using the Wayback Machine, we need three pieces of information:  

 

1. The base URL of the Wayback Machine for a tenant of the e-Depot. 

2. The UUID of the WARC-file in the e-Depot 

3. An online publishing channel to announce the URL to the public. 

4.1 Tenant specific base URL of the Wayback-machine 

The Dutch e-Depot is a multi-tenant installation. Every tenant has its own logically 

separated part in the e-Depot, designated by the tenant name. This tenant name is part of 

the base URL used in rendering digital object stored in the e-Depot. For the national and 

provincial archives that are a tenant in the e-Depot, the tenant names are based on the 

ISIL2 code of the institute: 

 

Gelders Archief NLAhGldA 

Groninger Archieven NLGrGRA 

Het Utrechts Archief NLUtHUA 

Historisch Centrum Overijssel NLZlHCO 

Nationaal Archief NA3( Production) or NLHaNA ( TED4) 

Nieuw Land Erfgoedcentrum NLLlsNLE 

Noord-Hollands Archief NLHlmNHA 

RHC Limburg NLMtRHCL 

Tresoar NL040041000 

Zeeuws Archief NLMdbZA 

 

The tenant name can be entered into the URL: 

https://e-depot.nationaalarchief.nl/Render/render/e xternal? 

tenant=<tenantnaam>&entity=TypeFile&entityRef= 

 

or in case of the TED system: 

https://e-depot-ted.nationaalarchief.nl/Render/rend er/external? 

tenant=<tenantnaam>&entity=TypeFile&entityRef= 

 

For the Production tenant of the Dutch National Archives, the base URL is: 

https://e-depot.nationaalarchief.nl/Render/render/e xternal? 

tenant=NA&entity=TypeFile&entityRef= 

 

In the final version of the URL, the UUID of the rendered object is appended to this base 

URL 

                                                

 
2 International Standard Identifier for Libraries and related organizations 

3 Standardizing tenant names to the ISIL code was introduced after the tenant of the National Archives 

was created on the Production system. A standard database maintenance script to rename tenants is 

being developed by the supplier of the e-Depot software. 
4 The Training and Demonstration system of the e-Depot. Functionally, this system is identical to the 

Production system, but can be used with training data, and can be used for demonstration purposes. 
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4.2 UUID of the WARC file 

The Unique Identifier, or UUID, of the WARC file is generated when the SIP is created, and 

stored into the e-Depot database during ingest. Both the SIP and the database can be used 

to find this UUID. 

4.2.1 Finding the UUID in the SIP 

In the same metadata.xml file of the SIP that we edited to add the Seed URL (see section 

3.2.3) we can find the UUID of the WARC file. This metadata file contains the information 

for all collections, deliverable units, manifestations and files in an XML-structure. To find 

the UUID, we turn to the <Files>  section of the metadata. In the XML for the WARC file, 

we’ll find the <FileName>  of the WARC, and just above it the <FileRef> . The value of this 

<FileRef>  is the UUID that the WARC will get during ingest.  

 

 
 

In the example above, the UUID of the WARC that contains the archived version of the 

website www.ministervanboxtel.nl is 567197cf-d518-4678-951c-0260bb05ea50 . 

4.2.2 Finding the UUID in the e-Depot Explorer 

In de Explorer of the e-Depot, we can browse to the location of the WARC. After selecting 

the file, the UUID will be displayed in the right part of the bottom section. 
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4.3 Constructing the complete URL 

When the base URL is generated, and the UUID of the WARC file is found, we can construct 

the complete URL by adding the UUID to the end of the base URL. 

 

If the base URL is: 

https://e-depot.nationaalarchief.nl/Render/render/e xternal? 

tenant=NA&entity=TypeFile&entityRef= 

 

and the UUID of the WARC file is: 

 567197cf-d518-4678-951c-0260bb05ea50 

 

then the complete URL for rendering the website is: 

https://e-depot.nationaalarchief.nl/Render/render/e xternal? 

tenant=NA&entity=TypeFile&entityRef=567197cf-d518-4 678-951c-

0260bb05ea50 

4.4 Publishing the URL to the public 

After the complete URL has been constructed, it can be added to the existing publishing 

methods, like website content, finding aids and on social media. The Dutch National 

Archives uses their website Gahetna.nl to display the finding aids. The finding aid for the 

archive of the Communications Department of the Ministry that Minister Van Boxtel was 

head of, contains the link to the archived version of the website (in Dutch): 
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The archive of the province Zeeland, the Zeeuws Archief, demonstrated publishing objects 

to the public using the central website for provincial archives ‘Archieven.nl’. Though these 

files are audio files and not websites, the technique of generating the link and publishing it 

remains the same. 
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5 Experiences in archiving websites 

The techniques described in the previous chapters have been used in several cases, with 

varying degrees of success.  

5.1 Case 1: Rijksoverheid.nl 

One of the first attempts to webarchive used the website of the national government, 

Rijksoverheid.nl. In this case, we used the built-in version of Heritrix and the Website 

ingest workflow of the e-Depot. 

5.1.1 Harvesting the website 

The harvest workflow ran without problems, but the end result was not what we hoped it 

would be: all layout was missing. 

 

 
 

The missing layout was caused by a small part in the website source code, meant to work 

around an issue with old versions of Internet Explorer: 

 

<!--[if (gt IE 8)|!(IE)]><!--> 

<link rel="stylesheet" href="/presentation/responsi ve-

2016.2.3.min.css" type="text/css" media="all"/> 

<!--<![endif]-->  

 

Heritrix interprets this code as comments, instead of an actual link to the stylesheet, and 

skips the stylesheet. In later attempts using Wget, we did manage to get a successful 

ingest of the website including the layout. 

5.1.2 Publishing the archived website 

This website is still live and is not part of an archive, so it isn’t available in our collection. 
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5.2 Case 2: The education website of the National Archives 

Towards the end of 2015, the separate Education Website of the Dutch National Archives 

was integrated into the main website. Just before the separate website was taken offline, 

we harvested it using the build-in version of Heritrix and the Website ingest workflow. 

5.2.1 Harvesting the website 

The website was successfully harvested and ingested using the Website ingest workflow: 

 

 
 

Client-side interaction using JavaScript still works, the image carousel works, and the text 

blocks that should move up on mouse-over still move. The search engine at the bottom of 

the screen and the embedded YouTube clips don’t work. 

5.2.2 Publishing the archived website 

This website is available in the online collection: 

http://www.gahetna.nl/collectie/archief/ead/index/eadid/2.14.97 
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5.3 Case 3: Website Minister Van Boxtel 

This case has been used as an example in several of the previous chapters: the website of 

Minister Van Boxtel that went offline in 2002. 

 

The website was transferred on CD-ROM, as XML documents with several linked XSLT 

stylesheets that needed to be applied to make presentable HTML files. To harvest this 

website, the technique described in section 3.4 were used: the source code was 

transformed from XML to HTML, and a local webserver was installed to serve the website to 

the harvester. 

5.3.1 Transforming XML to HTML 

Transforming the XML to HTML involved two small steps: 

 

1. Applying the XSLT to the XML-files, using a tool ‘xsltproc’ and saving the new HTML 

files under the original name, appended with “.html”. For example, the transformed 

version of the original page ‘i000000.xml ’ was saved as ‘i000000.xml.html ’ 

2. Editing the resulting HTML files so that all internal links point to the new HTML files 

instead of the old XML files, using a tool ‘sed’. 

 

The two steps were executed in one Cygwin command: 

 

for i in  `ls -1 *.xml`;  

do xsltproc.exe ${i} | sed 's/\.xml/\.xml.html/g' >  ${i}.html;  

done 

5.3.2 Installing the local webserver 

After the transformation from XML to HTML, the resulting website could be treated as a 

simple HTML website with static content. Using the Python SimpleHTTPServer, this website 

could be made available to a local harvester: 

 

 python -m SimpleHTTPServer 80 

 

By adding the following line to the local hosts file: 

 

 127.0.0.1 www.ministervanboxtel.nl 

 

we could use a normal web browser or a harvester to visit ‘www.ministervanboxtel.nl’ as 

served on our own workstation. 

5.3.3 Harvesting the website 

The website is then harvested using Wget: 

 

wget -m -k -p -E -w 1 --warc-file="ministervanboxte l" 

http://www.ministervanboxtel.nl 
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5.3.4 Ingesting the SIP 

Using the SIP Creator, we created a SIP that contained the archived website. The 

AccessionEvent was added to the metadata file as described in section 3.2.3. and the SIP 

was ingested using a normal ingest workflow. 

 

After ingesting the SIP with the WARC of the website, a second SIP was created containing 

the original, unchanged files that we received on the CD-ROM. If, at some point in the 

future, someone else wants to see what the original files were, or if someone finds a better 

technique to make the website available, the original files can be used. 

5.3.5 Publishing the website 

This website is available in the online collection: 

http://www.gahetna.nl/collectie/archief/ead/index/eadid/2.04.115 
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5.4 Case 4: Dutch Vehicle Authority annual report over the year 2000  

The Dutch Vehicle Authority (RDW) publishes its public annual report in a web form since 

2000. At their request, we tested two versions: a relatively simple version from 2000 (this 

case) and a more complex version from 2014 (described in section 5.5) 

 

The 2000 version was transferred to us as individual HTML files, stylesheets, and images. 

5.4.1 Installing the local webserver 

The source files were already in a presentable form, with no transformation needed. We 

could simply start the Python webserver, edit the hosts file, and view the website: 

 

 
 

Most of the website is shown correctly, but one problem became clear: the background 

image of the lower right section (a purple vertical bar with a white field) was 1600 pixels 

wide. Wide enough for computer screens that were common in 2000, but not wide enough 

for the computer screens that we use today. This caused the purple bar to be repeated on 

the rights side of the section, blocking parts of the text. The solution to this problem 

required a small change in the website stylesheet. A CSS entry was added for the website 

body, telling the browser to only repeat the background image vertically, not horizontally: 
 
”background-repeat: repeat-y;” 

5.4.2 Harvesting the website 

After the change, the website could be harvested using Wget. 

5.4.3 Ingesting the website 

Since the website was harvested as a test, and not as part of an actual archival process, we 

created a SIP using the SIP Creator and ingested it into the TED system. If at some point in  

the future the website will be ingested into the Production system, we will ingest a second 

SIP containing the unchanged source files, as we did with Minister van Boxtel website. 

5.4.4 Publishing the website 

The website is not part of the National Archives collection yet, so it is not available online. 
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5.5 Case 5: Dutch Vehicle Authority annual report over the year 2014 

The 2014 version of the annual report by the Dutch Vehicle Authority is still online and 

could be harvested using the built-in version of Heritrix in the Website ingest workflow. 

 

One complication in this website is the use of a YouTube video. The harvester will not 

harvest YouTube, resulting in a missing part of the web experience: 

 

 
 

Instead of the online version: 

 

 
 

This problem cannot be solved using any of the current harvesting techniques, so we need 

to find a different way of dealing with this problem. 
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The solutions that have been identified are procedural, not technical: 

1. Harvest without video 

2. Harvest without video, and explain in the finding aid that a YouTube video was 

shown on the website 

3. Harvest without video, explain in the finding aid that a video was shown, and 

describe the content of the video 

4. Harvest without video, and ingest the source video separately into the e-Depot 

5. Harvest without video, ingest the source video separately, explain in the finding aid 

that a video was shown on the website, point to the separately ingested video, and 

add a screenshot of how the video was shown on the webpage. 

 

The last option is probably the best solution, but requires the most work.  

5.5.1 Publishing the website 

The website is not part of the National Archives collection yet, so it is not available online. 
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5.6 Case 6: The old website of the Dutch National Archives 

With the introduction of the new website Gahetna.nl, the old website of the Dutch National 

Archives was taken offline. The IT department kept a virtual copy of the old webserver and 

were able to run the website on the internal network. 

5.6.1 Harvesting the website 

The first step in the harvest process was editing the local hosts file, to add the IP address 

of the virtual webserver and link it to the old hostname.  The website was then available for 

viewing in a browser and crawling by a harvester: 

 

 
 

We then used Wget to perform the actual harvest: 

 

wget -m -k -p -w 1.0 -E --warc-file="oude-nationaal archief" 

http://www.nationaalarchief.nl 

 

This case had a new challenge: part of the website contained the old finding aids in a 

database. One ASP script dynamically generates webpages based on the requested finding 

aid and archival record ID. This way, the script could generate several 100000’s of HTML 

pages containing the records described in the finding aids. 

 

Although technically not a problem in itself, WARC files are considered to be container files 

(just like ZIP and PST files) and the contents of the container files are individually 

characterized and have a thumbnail created. This website contained more than 400,000 

files, taking a considerable time to ingest. 

 


